Part 1 Introduction to Email and Security

Part 2 Email Harvesting - how they get your email address - the first lead to your pocket

* Sourcing and Bombing 1st Template Format on site
* Using search engines nicknamed scratching
* Sourcing email from hacked inboxes contacts

Part 3 Safeguarding Your Email Access Credentials

* 2nd Template Format and Phishing / hacking

Phishing pages (2 types of phishing pages have been

identified) Types of phishing pages include; the generic and adaptive.

* 2nd Template Format and Virus Attack / hacking

Part 4 Cloning Emails – *The art of deception* type 1 to 5 plus

* The letter replacement vv for w
* replyTo and the roundcube trick tool
* Display name
* Understanding Message Headers - also show how headers can be used to reveal message identities
* Demonstrating Composing email address auto-complete override

Contact editing auto-complete editing of contacts in the email box

Part 5 Email Settings, How they affect you

* Filters and Forwarding (fwd ever backward never (here delete buyers RFQ and handle the job till it’s done)
* Blacklists and White lists
* Folder redirects – send to unsuspecting folder and continue from there.

Part 6 Case Study Trade Scam demo using *mail.163.com, gmail.com, yahoomail.com*

Explain in demonstration:

* Open Beneficiary / Sister Company.
* 3rd Template Format – Account Changing and others Overseas account
* Signed PI example

Part 7 Protecting yourself and best practice use of email

* always copy as many as possible in your communication and instruct the other party to do so
* Watch email addresses closely

To get users, contact;  
Chambers of commerce.  
Ads and Profiles on Trade portals (alibaba, globalsources,)  
Trade Shows and events  
Buyer and Seller email leads